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Abstract. The recent emergence of blockchains may be considered a critical turning point
in organizing collaborations. We outline the historical background and the fundamental
features of blockchains and present an analysis with a focus on their role as governance
mechanisms. Specifically, we argue that blockchains offer a way to enforce agreements and
achieve cooperation and coordination that is distinct from both traditional contractual and
relational governance as well as from other information technology solutions. We also
examine the scope of blockchains as efficient governance mechanisms and highlight the
tacitness of the transaction as a key boundary condition. We then discuss how blockchain
governance interacts with traditional governance mechanisms in both substitutive and
complementary ways. We pay particular attention to blockchains’ social implications
as well as their inherent challenges and limitations. Our analysis culminates in a research
agenda that explores how blockchains may change the way to organize collaborations,
including issues of what different types of blockchains may emerge, who is involved and
impacted by blockchain governance, why actors may want blockchains, when and where
blockchains can be more (versus less) effective, and how blockchains influence a number
of important organizational outcomes.

Keywords: blockchains • digitalization • collaboration • relational governance • contractual governance • transaction costs •
technological innovation • research agenda

Introduction
Blockchains are hailed as a global revolution (Olenski
2018, Poppo 2018) that “could someday underlie
everything from howwe vote to whowe connect with
online towhatwebuy” (Wall Street Journal 2018, p. B4).
A blockchain is a cryptography-based decentralized
system consisting of an ongoing list of digital rec-
ords that are shared within a peer-to-peer network
(i.e., a chain of blocks of digital records).1 Many ex-
perts regard blockchains as one of the most disruptive
technological innovations of recent times that may
fundamentally change how collaborations are orga-
nized (e.g., Davidson et al. 2018, Dutra et al. 2018,
Friedlmaier et al. 2018).

This article makes three key contributions. First, we
direct attention to an important new phenomenon—
blockchains—and elaborate on its potentially wide-
ranging consequences for organizations. Organiza-
tion scholars may run the risk of underappreciating
the vast social implications of this important empir-
ical phenomenon and mistaking it for a mere tech-
nological feature for fintech companies. However,
although blockchains are deeply engrained in net-
work technologies and first became prominent in the
financial service sector, they must be brought to the
forefront of the agenda of organization science be-
cause of their potential to disrupt theway collaborations

are organized across a wide range of social and orga-
nizational settings (Constantinides et al. 2018). Indeed,
blockchains have gained significant traction in struc-
turing transactions in sectors as diverse as entertain-
ment, retail, charity, automotive, and healthcare (Marr
2018, Cole et al. 2019). Therefore, we intend to portray
blockchains as a new form of infrastructure governing
a great variety of transactions, thereby substantially
broadening the scholarly discussion of this phenomenon
in organizational research.
Second, focusing specifically on blockchains’ role

as governance mechanisms, both within and across
organizations, we raise the novel question of how
they will affect traditional forms of governance—
most notably, contractual and relational governance
(Poppo and Zenger 2002, Hoetker and Mellewigt
2009). In principle, blockchains could replace or sup-
port these traditional governance mechanisms, and we
will start to outline a contingent account of whether
and when the substitutive or complementary effect
will likely dominate.
Third, we broaden our discussion beyond gover-

nance issues and offer an overview of some of the
most pressing questions related to blockchains that
organization scholars are well equipped to address.
By revealing a wealth of exciting research possibili-
ties, we contribute to defining a research agenda that

1

http://pubsonline.informs.org/journal/orsc
mailto:lumineau@purdue.edu
https://orcid.org/0000-0003-2194-8629
https://orcid.org/0000-0003-2194-8629
mailto:wang4106@purdue.edu
https://orcid.org/0000-0001-8382-7545
https://orcid.org/0000-0001-8382-7545
mailto:oschilke@arizona.edu
https://orcid.org/0000-0001-6832-1677
https://orcid.org/0000-0001-6832-1677
https://doi.org/10.1287/orsc.2020.1379


can help organization scholars identify key gaps and
resolve existing tensions in the discussion of block-
chains. In this way, our article seeks to spur new
scholarship at the intersection of information tech-
nology (IT) and organizational design (Tilson et al.
2010, Yoo et al. 2006, Zammuto et al. 2007) to shed
new light on how blockchains may create important
opportunities for innovative forms of organizing.

In the following, we start by outlining the historical
background and fundamental technical features of
blockchains, which have important social implica-
tions for the governance of collaborations. We argue
that blockchains can be viewed as a type of gover-
nance mechanism that is distinct from traditional
contractual and relational governance. Then, we dis-
cuss how blockchains’ technical features translate
into significant social implications that blockchains
may bring about, specifically analyzing the inter-
play between blockchain governance and traditional
governance mechanisms. After pointing to several
important limitations associated with the use of block-
chains, we conclude with an agenda of future research
opportunities regarding how blockchains could change
the way collaborations are structured, elucidating why
blockchains deserve further attention from organization
science scholars.

History and Fundamental Features
of Blockchains
History and Relevance of Blockchain Technology
The notion of a cryptographically secured append-
only chain of blocks was originally advanced by
Haber and Stornetta (1991). However, it was not until
the introduction of Bitcoin in October 2008 that the
idea of a decentralized digital system gained signif-
icant traction (Nakamoto 2008). The initial motivation
for designing blockchains was to challenge traditional
financial models, which rely heavily on intermediary
institutions such as banks. In traditional models, these
intermediaries are important components in solving the
classic double-spending problem—that is, the possi-
bility that one unit of digital cash can be spent twice
by the same party. Such intermediaries keep ledgers
for every account and trace and verify every claimed
transaction. Although these traditional models can
be efficient and convenient, the need to rely on
intermediaries poses considerable risks; everyone
involved can be adversely affected by the third-party
authority tampering with the record or by the record
being hacked by others.

In 2008, Nakamoto claimed to have designed a
system supporting a new type of cryptocurrency,
the Bitcoin, to solve the double-spending problem
without recourse to a centralized authority—that
is, in a completely decentralized way. In the Bitcoin

blockchain, the ledgers are not kept exclusively by
any single node but are distributed to everyone who
has access to the internet. Via certain consensus al-
gorithms, everyone shares and keeps an identical list
of transaction records. These records are stored in
blocks that are linked linearly using cryptographic
hash functions (i.e., one-way mathematical functions
that map data of any size to data of a fixed size;
Schueffel et al. 2019) and that can thus be traced back
to the genesis block (i.e., the first block back to which
every other block can be traced; Yuan and Wang
2018). Some servers (computers) in the blockchain,
called miners, are incentivized by token rewards to
verify every claimed transaction and propagate valid
ones to the rest of the system. Thus, no one is able to
spend a single Bitcoin twice or spend more than one
has. Such validating processes are deliberately made
costly by a consensus mechanism called proof-of-
work. Therefore, practically speaking, no single node
has the required computational power to fake transac-
tion records. Thus, in the Bitcoin blockchain, all recorded
information is believed to be immutable and trustwor-
thy. People can trust the information they receive
without the need for interpersonal trust in either a
third party or other participants. Figure 1 visually
summarizes the general principles of the block-
chain technology.
Although initially closely tied to cryptocurrencies—

suchasBitcoin, Ethereum,Ripple’s XRP, and Litecoin—
blockchains have great potential to fundamentally
change the way individuals and organizations col-
laborate in a variety of settings. In recent years, with
the development and improvement of Nakamoto’s
(2008) original idea, blockchains have become a new
way of solving problems related to recording, tracking,
verifying, and aggregating various types of information
(Felin and Lakhani 2018). Blockchains have now pro-
gressed far beyond cryptocurrencies to provide an
infrastructure for organizing transactions in many
fields and applications (Catalini 2017, Friedlmaier
et al. 2018), such as payment processing in the fi-
nance and insurance industry, tracking songs in the
music industry, and tracing bills of lading in the
transportation industry. Established enterprises, start-
ups, and venture capitalists are investing significant re-
sources in developing a variety of blockchain-powered
applications. According to a recent report (CBInsights
2020), the total number of funding dollars invested
in blockchain start-ups exceeded $3.0 billion in 2019.
Firms use blockchains to organize both intra- and in-
terorganizational collaborations (Kim and Laskowski
2017) on both digital and physical assets (Loten 2018).
We next present two vignettes to provide illustrative
evidence of how blockchains may change the way
transactions are governed.
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The IBM, AIG, and Standard Chartered Insurance
Blockchain. Recently, IBM, AIG, and Standard Char-
tered Bank initiated a collaboration aimed at devising a
multinational insurance policy based on a blockchain
(IBM 2018a). In this collaboration, blockchain tech-
nology enables a shared, real-time view of policy
data and documentation to all parties involved. The
blockchain permits the recording and tracking of
events in each country related to the insurance policy
and the automatic execution of payments if pre-
specified conditions are met. Compared with other
modes of information exchange, the blockchain en-
ables all permissioned parties to have a unified view
of the data, while no single party is able to make
changes without the consensus of the other members.
As a result of this high level of transparency, the
potential for fraud and errors can be reduced, as well
as the need for frequent e-mails requesting policy and
payment data and updates on the status of policies,
all of which is anticipated to significantly reduce
transaction costs and delays in settlements. The block-
chain also obviates the need for insurance brokers, who
have traditionally taken a significant cut for assuming
the task of coordination.

The GSA Federal Procurement Blockchain. The Gen-
eral Services Administration (GSA), a federal agency
providing procurement services for U.S. government
offices, is one of the largest buyers globally. The
volume of GSA procurement contracts with commercial
vendors amounts to approximately $55 billion a year
(U.S. General Service Administration 2018). As a
government agency, the GSA has the obligation to
ensure both efficiency as well as fairness and open-
ness in federal procurement. In this pursuit, the GSA

initiated a collaboration with United Solutions, a
technology company providing digital transforma-
tion services, to develop a new procurement block-
chain (Nayak and Nguyen 2018). This blockchain
keeps records of historical procurement data, in-
cluding time, deliverables, pricing, and assessments.
Because such information is immutable (no single
party can change it without the consensus of all the
nodes in the network), the blockchain is expected to
boost confidence in the fairness of the procurement
process. The immutable information stored in the
blockchain increases transparency and can serve as
evidence in the case of an investigation. Moreover, to
reduce human errors and realize transaction cost
savings, the blockchain features routinized codes that
are triggered by certain stimuli and allow for automat-
ing key processes such as financial reviews (Friedman
2018). Withmore efficient real-time information sharing
and automation, the blockchain promises to signifi-
cantly shorten procurement cycles, in hopes of reducing
the contract awarding time from 100 to less than 10 days
(Nayak and Nguyen 2018). In the future, fully auto-
mated transactions will be supported through smart
contracts plugged into the GSA blockchain.
These two examples illustrate the potential of block-

chains to solve major issues in making collaborations
both more reliable and faster. IBM, AIG and Standard
Chartered aswell as the GSA are far from alone: a recent
survey among Fortune 500 executives indicated that
94% plan to launch blockchain-based initiatives in the
immediate future (Souza 2018). The vast array of po-
tential applications originates from the specific tech-
nical features of blockchains. Both Nakamoto’s ini-
tial design and the latest developments in IT give
blockchains “the potential to create new foundations

Figure 1. (Color online) The Functioning of Blockchains
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for our economic and social systems” (Iansiti and
Lakhani 2017, p. 120). We suggest that two of the
most salient characteristics of blockchains that enable
novel ways of organizing transactions are decentral-
ized consensus and machine-based automation.

Fundamental Features of Blockchains
Decentralized Consensus. When information is shared
across a network, a consensus must be maintained of
the true state of the information among the collaborat-
ing parties. Reaching consensus in a centralized net-
work with a fully trusted authority relies on the
central party (for example, a bank or a logistics
provider) distributing the information and on other
parties accepting such information as the agreed
truth. However, achieving consensus on the single
truth in a decentralized network requires careful de-
sign of the consensus algorithms. Blockchains are a
solution to this problem, as consensus is reached
in such a way that no single party owns the whole
decision right. Unlike traditional centralized sys-
tems for organizing transactions, in which informa-
tion is controlled by a single party, in a blockchain,
more than one party verifies, accepts, or rejects
transactions. Control is thus shared among several
independent entities, who can make updates to the
blockchain and interact directly without the need to
rely on central coordination (Constantinides et al.
2018). Decentralized consensus is thus one of the
major merits of blockchains, as it can significantly
reduce the degree to which people have to rely on
a centralized party as the sole information holder
and decision maker. In contrast to traditional cen-
tralized systems, blockchains enable the complete
copy of identical information to be held by anyone
who has access to and wants to keep it. The level of
decentralization varies across different blockchains
depending on several factors, such as the adopted
consensus algorithm (e.g., proof-of-work, proof-of-
stake, or Byzantine fault tolerance) and the number of
peers in the network (Werbach 2018).

One potential major benefit of decentralized con-
sensus is data integrity. In traditional centralized
databases, outsiders can locate the position of data
and steal or modify it. However, as blockchains use
decentralized consensus algorithms to ensure that
the information is replicated throughout the system,
it is difficult for a single actor to bypass the consensus
algorithm and gain control over (and tamper with)
the data. Thus, the risk of data tampering by the in-
termediary is alleviated and the absence of a single
central database removes the target of hacks. These
hash-based chains with encryption are considered
almost impossible to hack; the data are kept immu-
table and transparent across the network and thus safe-
guarded against tampering (Friedlmaier et al. 2018).

Machine-Based Automation. A second important fea-
ture of blockchains is that they are run automatically
in machine-driven systems. Traditionally, parties have
primarily relied on human actors to execute collabora-
tions. In contrast, blockchains put machines at the center
of the collaborations, while human actors remain on
the edge (Hsieh and Vergne 2018). This feature gives
blockchains the ability to bypass human actors’ un-
predictability and inability to process massive amounts
of information (Simon 1957) and to exploit the benefits
and strengths of machines, such as reliability as well
as faster and cheaper computation.
Although automation is a feature shared by other

forms of IT solutions (Zammuto et al. 2007, Zuboff
1988), in blockchains, the machine-based automation
characteristic is greatly amplified by the implementation
of smart contracts. Smart contracts are programswritten
in the blockchain that automatically verify and approve
valid transactions that satisfy prescribed protocols. Al-
though the notion of smart contracts appeared before
the invention of blockchains, it did not gain prominence
until blockchain technology made it possible to keep
agreements immutable and to implement arrangements
across networks for virtually any kind of asset or ar-
rangement (Werbach 2018).
In sum, our examination of their features reveals

that blockchains promise to be a viable solution to
many long-standing collaboration issues. The two main
technical features of blockchains—decentralized con-
sensus and machine-based automation—enable an
original combination of appealing functionalities, such
as information immutability and reliability, trans-
parency and traceability of records, and autonomous
enforcement of agreements. In this way, blockchains
should be viewed as innovative blends of existing
technologies, including cryptography and distrib-
uted databases (Narayanan and Clark 2017). As such,
blockchains are to be considered an “architectural
innovation” (Henderson and Clark 1990), which rests
on the recombination of existing components in previ-
ously unforeseen ways (Hsieh et al. 2018).
In the following section, we advance the argument

that blockchains represent a distinct type of gover-
nance mechanism. We first provide a brief overview
of prior research on governance and then discuss how
blockchains differ from contractual and relational
governance as well as from alternative IT solutions.
We proceed to elaborate how blockchains can shape
the dimensions of cooperation and coordination among
the parties to a transaction and specify the scope of
blockchains as an efficient governance mechanism.

Blockchain Governance
Governance to Organize Transactions
“A transaction occurs when a good or service is trans-
ferred across a technologically separable interface”
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(Williamson 1985, p. 1). Organizing a transaction—
among entities within organizations or across inde-
pendent organizations—presents a number of key
challenges (Voss 2003, Salvato et al. 2017). The limi-
tations of human nature—opportunism and bounded
rationality—make up the fundamental source of haz-
ards in a transaction (Simon 1957, Williamson 1985).
Consequently, parties make certain governance choices
to mitigate exchange hazards (such as those associated
with asset specificity, difficult performance measure-
ment, or uncertainty) and to promote the combination
of their resources in their social interactions (Poppo
and Zenger 2002, Williamson 1996). Combining the
views from economic and management scholars, we
conceptualize a governance mechanism as the insti-
tutional arrangement through which an agreement
is enforced (Reuer et al. 2010, Williamson, 1985). In
particular, the extant literature argues that parties
to a transaction make governance choices to achieve
both cooperation and coordination (Gulati et al. 2012,
Malhotra and Lumineau 2011).

Cooperation is defined as the “joint pursuit of
agreed-on goal(s) in a manner corresponding to a
shared understanding about contributions and pay-
offs” (Gulati et al. 2012, p. 533). The realization of
cooperation involves aligning interests between trans-
actingparties so they arewilling to devote efforts to the
joint goal (Salvato et al. 2017). However, because of
the potential opportunistic nature of human actors,
the transacting partners have incentives not to behave
as agreed upon but to follow their own interests with
guile. Such uncooperative behaviors can take various
forms (Luo 2006), including blatantly breaching for-
mally documented agreements or violating implicit
expectations such as oral promises or latent norms.
Moreover, mirroring the adverse selection and moral
hazard problems in the agency literature (Eisenhardt
1989, Mishkin 1995), these behaviors may occur both
ex ante (i.e., before the formation of the agreement)
and ex post (i.e., after the formation of the agreement;
Williamson 1985). To mitigate these cooperation is-
sues and ensure that obligations are upheld, one of the
key functions of governance mechanisms is to pro-
vide enforcement prescriptions that limit uncooper-
ative behaviors (Heide 1994, Ménard 2000, Ryall and
Sampson 2009, Srinivasan and Brush 2006).

Coordination refers to the “deliberate and orderly
alignment or adjustment of partners’ actions to achieve
jointly determined goals” (Gulati et al. 2012, p. 537).
Whereas cooperation relates to aligning interests, co-
ordination is about aligning expectations between
transacting parties. Okhuysen and Bechky (2009)
identify accountability, predictability, and common
understanding as three integrating conditions of co-
ordination. According to these authors, accountability
refers to “who is responsible for specific elements of

the task” (p. 483), predictability refers to whether the
parties can “anticipate subsequent task related ac-
tivity by knowing what the elements of the task are
and when they happen” (p. 486), and common un-
derstanding refers to “a shared perspective on the
whole task and how individuals’ work fits within the
whole” (p. 488). To seek solutions to these coordina-
tion challenges, partners turn to governance mecha-
nisms that help them organize their interactions and
manage interdependencies (Gulati et al. 2005).
Although the degree and nature of cooperation and

coordination issues can vary greatly across transac-
tions, both need to be considered. To this end, or-
ganization scholars have paid extensive attention to
howdistinct governancemechanisms can support the
dimensions of cooperation and coordination. In doing
so, they have particularly focused on (a) contractual
and (b) relational governance mechanisms.

Contractual and Relational Governance
One important approach to aligning interests be-
tween transacting parties and organizing their intents
into a binding agreement is that of contracts (Macneil
1978, Reuer and Ariño 2007; see Schepker et al. 2014
for a review). Contracts can be defined as legally
enforceable agreements giving rise to obligations that
are enforced or recognized by law (Poole 2016). By
specifying rights and obligations (Zhou and Poppo
2010) and providing clear payoff structures and
legal sanctions (Parkhe 1993), contracts can effec-
tively protect the investment of the transacting parties
from the opportunistic inclination of their partners
(Li et al. 2010, Macneil 1978, Schilke and Cook 2015,
Williamson 1985). In addition to supporting coop-
eration, contracts can also serve as a mechanism for
facilitating coordination (Reuer and Ariño 2007). As
knowledge repositories (Mayer and Argyres 2004),
contracts contain agreed-upon information regard-
ing the division of labor, including a breakdown of
the work and the roles and responsibilities of each
party. Contracts can also facilitate communication
between the parties and help to build a collaborative
environment (Faems et al. 2008, Schilke and Lumineau
2018). When contracts are used to mitigate misunder-
standings between the collaborating parties, hon-
est mistakes are effectively reduced (Hoetker and
Mellewigt 2009, Mayer and Argyres 2004), and ac-
countability, predictability, and common understanding
are enhanced.
In addition to contracts, parties can also employ

relational mechanisms to govern their transactions.
This approach relies on the social relationships be-
tween the parties or their shared norms, which in-
clude the expectations of how the partners will be-
have during the relationship (Dyer and Singh 1998,
Nee et al. 2018). Unlike contractual governance, which
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relies on enforcement by a court or other certificated
third party (Williamson 1985), relational mechanisms
are self-enforced by the collaborating parties (Li et al.
2010). With relational governance, cooperation is
sustained by the value of future relationships (Baker
et al. 2002, de Figueiredo and Silverman 2017). Typi-
cal relational governance mechanisms include trust
and relational norms (Macneil 1980). Trust refers to a
psychological state in which entities are confident
that another entity will reliably act in their best in-
terest (Lewicki et al. 1998), whereas relational norms
refer to shared expectations about the behaviors of
each partner (Heide and John 1992, Zhang et al. 2003).
Studies have shown that trust and socially embedded
relationships can effectively reduce concerns about
opportunism (Das and Teng 1998, Ring and Van de
Ven 1992), facilitate coordination by smoothing the
sharing of information and knowledge (McEvily et al.
2003), and create a harmonious atmosphere for the
relationship (Faems et al. 2008).

Debate in the organizational literature is ongoing
and lively regarding the interplay between contrac-
tual and relational governance mechanisms (see Cao
and Lumineau 2015, Poppo andCheng 2018 for recent
reviews). Some scholars argue that these mechanisms
work as substitutes (e.g., Dyer and Singh 1998, Li et al.
2010, Lui and Ngo 2004), whereas others hold that
they complement each other (e.g., Poppo and Zenger
2002, Zhou and Poppo 2010). These studies not only
enhance our understanding of how different mech-
anisms work together in organizing relationships but
also offer implications to the transacting parties for
designing effective governance mechanisms.

However, the role of blockchains as an emerging
governance mechanism has yet to be incorporated in
this scholarly discussion. As illustrated in the first
section, actors in the insurance industry have started
to rely on blockchains to exchange relevant infor-
mation and execute transactions, and the GSA uses a
procurement blockchain to organize transactions with
its vendors. Amultitude of firms—ranging from start-
ups to large multinational corporations—in numer-
ous industries are increasingly investing resources
to develop and implement blockchain-based proce-
dures. Intriguing about this trend is that blockchains
help transacting parties achieve cooperation and coor-
dination in a way that is not analogous to either con-
tractual or relational governance.

Among the various ways in which the three gov-
ernance mechanisms differ, we argue that a funda-
mental difference relates to their modes of enforce-
ment. Enforcement is commonlydefinedas “the process
of ensuring compliance with laws, regulations, rules,
standards, or social norms” (Wikipedia 2020). Impor-
tantly, the specific manner in which enforcement
is realized varies across governance mechanisms

(Heide 1994, Ménard 2000, Srinivasan and Brush
2006). The following section elaborates contractual,
relational, and blockchain governance and discusses
how they differ in terms of the way enforcement
is achieved.

How Blockchain Governance Differs from Contractual
and Relational Governance
Contractual governance relates to a legally binding
promise defining the rights and obligations of the
parties (Masten 1993, Poppo and Zenger 2002). A
contract is legally enforceable whenever it is consis-
tent with the requirements of the law. In case a breach
of contract occurs, the law ensures the injured party
can pursue legal remedies such as compensation or
cancellation. The basic purpose of a contract is to
prevent changes in the actions of the parties to an
agreement or to at least provide compensation for
such deviations by enabling recourse to a third party
(Furmston and Tolhurst 2016). When using contracts
to govern collaborations, the parties are dependent on
the enforceability of the legal system (Achrol and
Gundlach 1999, Zhou and Poppo 2010). Once a par-
ty’s behavior deviates from the contract, the other
party may go to a court or an arbitrator to settle the
dispute (Williamson 1985). Thus, the effectiveness of
using contracts to govern collaborations depends
heavily on the quality of the country’s legal system
(Oxley 1999, Zhou and Xu 2012).
Relational governance is based on the patterns of

behavior to which parties are expected to conform
(Dyer and Singh 1998). Relational governance em-
phasizes flexible arrangements and extensive infor-
mation exchange to establish a shared value system
and sense of solidarity between partners (Heide and
John 1992, Ring and Van de Ven 1992). Both previous
collaboration experiences and the continuous inter-
active process between the parties are valued. Therefore,
using relational governance assumes that the identities
of the collaborating parties matter. Its key regulatory
principles are the norms shared among the collaborating
parties. Relational governance relies on self-enforcing
agreements—agreements enforced only by the parties
themselves (Halac 2012). Relational governance ulti-
mately rests on enforcement through the “shadow of
the future” (Gibbons and Henderson 2012, Poppo
et al. 2008a) or the threat of terminating the collab-
oration and thus foregoing future benefits stemming
from it (Gil and Zanarone 2017). As such, relational
governance differs from governance provided by
contracts that depend on external parties to enforce or
interfere with the agreement. In the case of relational
governance, the agreement is in effect as long as the
parties believe it is mutually beneficial and a breach
has not occurred (Telser 1980).
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By contrast, blockchain governance represents a self-
contained and autonomous system of formal rules.
Instead of relying on enforcement through the law
(as in contractual governance) or through the value
of future relationships (as in relational governance),
blockchain governance relies on a set of protocols and
code-based rules. These rules are developed through
formal programming languages, such as Ethereum’s
Solidity. The rules embedded in blockchains are au-
tomatically enforced by the underlying blockchain-
based network. As observed byDe Filippi andWright
(2018, p. 5), blockchains “create order without law
and implement what can be thought of as private
regulatory frameworks.”

Indeed, in contrast to contractual governance, block-
chain governance supports collaborations without
recourse to law. As a result, using blockchains to
organize transactions does not directly rely on the
enforceability of the external legal system (Werbach
2018). Instead, enforcement in blockchains is achieved
through prescripted codes and algorithms, such as
smart contracts. As emphasized by Catalini and
Boslego (2019), contrary to the name’s implications,
smart contracts are simply self-executing computer
codes and are thus not a contract in the traditional
sense. Transacting parties using blockchains are forced
to behave as required by the collective agreement, as
any deviating behaviors will not be verified or ac-
knowledged by either the algorithm or the other nodes
in the system. The underlying logic here is not to set up
terms as preparation to seek legal recourse for any
subsequent misbehaviors but rather to regulate the
participants’ behaviors from the beginning.

In addition, in contrast to relational governance, direct
connections between collaborating parties are not
required in a blockchain. In most public blockchains,
the collaborators do not even know who they are
collaborating with (similar to other centralized sys-
tems such as the Society for Worldwide Interbank
Financial Telecommunication or trading platforms).
These blockchains thus share some similarities with
the notion of atomisticmarket exchanges (Williamson
1996), in which the identity of the parties does not
matter. This feature implies that the transacting parties
need not establish expectations of the partner’s behaviors

or build confidence regarding the partner’s integrity
by judging from their past experience or their on-
going interaction. Nonetheless, parties collaborating
through blockchains can still have confidence that
transactions are faithfully and immutably recorded
and that all participants are behaving in accordance
with the rules of the system. Therefore, the identity of
collaborating parties in blockchains does not matter
to the same extent as it does in relational governance.
Key differences among the three governance mech-
anisms are summarized in Table 1.

How Blockchain Governance Differs from Other
IT Solutions
Studying IT in the context of governance is all but new
(for instance, see Drnevich and Croson 2013). Espe-
cially as the global and corporate information infra-
structure has become increasingly digitalized (Tilson
et al. 2010)—with an increasingly prevalent use of
the internet, electronic data interchange (EDI) net-
works, and electronicmarkets (Hanseth and Lyytinen
2010)—IT has been highly prominent in the scholarly
debate around organizational arrangements and has
evolved to become “one of the threads fromwhich the
fabric of organization is nowwoven” (Zammuto et al.
2007, p. 750).
In particular, IT can spawn organizational forms

that are more flexible and less hierarchical (Zammuto
et al. 2007) and can fundamentally structure collab-
orations (Griffith et al. 2003); thus, it has important
social implications for organizing transactions (Lyytinen
and Damsgaard 2011, Wirtz et al. 2010). Integrating
information systems research with new institutional
economics, scholars argue that IT can significantly
reduce social frictions and transaction costs (e.g.,
Clemons et al. 1993, Drnevich and Croson 2013).
Based on the benefits of IT in reducing transaction

costs, scholars have shown great interest in studying
how IT informs make-or-buy decisions. Early discus-
sions suggest that IT will lead to a general shift from
hierarchies toward more market-coordinated transac-
tions (Malone et al. 1987). Going a step further, scholars
argue that IT has implications beyond the market-
hierarchy dichotomy in that it can trigger a “moving
to themiddle” trend (Clemons et al. 1993, p. 13); that is,

Table 1. A Comparison of the Different Governance Mechanisms

Contractual governance Relational governance Blockchain governance

Defining
feature

Enforceable promises defining the rights
and obligations of the parties

Set of patterns of behavior to which parties are
expected to conform

Self-contained and autonomous
system of rules

Regulatory
principles

Law Social norms and “shadow of the future” Protocols and code-based rules

Mode of
enforcement

Enforcement through third parties (court,
arbitrator)/government authorities

Enforcement through the parties
themselves

Automatic enforcement by the
underlying blockchain-based
network

Form Typically legal prose Mostly informal Formal programming language
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although IT facilitates greater levels of outsourcing,
firms tend to narrow the number of outside collabo-
rators and to form long-term and close relationships
with them (Bakos and Brynjolfsson 1993).

Notwithstanding the broad discussion of the wide-
ranging implications of IT for organizations, there
is a key difference between blockchains and prior
IT solutions—such as enterprise resource planning,
transaction systems, customer relationship manage-
ment, database management systems, graphical user
interfaces, or material requirements planning—in terms
of the ability of these IT solutions to serve as a gov-
ernance mechanism in their own right, and this dif-
ference again pertains to enforcement as a key function
of governance (Heide 1994, Ménard 2000, Ryall and
Sampson 2009, Srinivasan and Brush 2006). In tra-
ditional IT systems, “the rules just ‘frame’ users’way
of thinking of operating the IT artifact rather than the
IT use being seen as part of an explicit regulatory
process that materializes the meaning of the under-
lying rules” (De Vaujany et al. 2018, p. 756). Conse-
quently, traditional IT solutions merely “invite” so-
cial practices to follow the rule, but the actor can force
the system around it (De Vaujany et al. 2018). In
contrast, blockchains depart from such IT solutions
because of blockchains’ capability of autonomous
enforcement. In blockchains, social interactions are
governed by predeterministic rules, and “once the
wheels of a smart contract are put into motion, the
terms embodied in the code will be executed” (De
Filippi and Wright 2018, p. 74).

To illustrate, let us compare blockchains to EDI,
which has for a long time been usefully employed to
facilitate interorganizational collaboration in supply
chains (Drnevich and Croson 2013, Lyytinen 2001).
EDI enables “standardized interorganizational com-
munication between independent computerized in-
formation systems and associated technological com-
ponents” (Damsgaard and Lyytinen 1998, p. 276).
Although this technology can be highly effective in
exchanging information (e.g., procurement orders
and shipment notices) and standardizing interactions
(Clemons et al. 1993), EDI mainly serves as a support
tool rather than a governance mechanism per se,
because it lacks the ability to enforce agreements. For
this purpose, EDI needs to be augmented by contractual
and/or relational governance, which provides enforce-
ment prescriptions. Blockchains go beyond EDI in that
they make it possible for agreements to be autonomously
enforced according to the rules defined in smart con-
tracts (Beck et al. 2018) without (necessarily) resorting
to contractual or relational governance mechanisms (De
Filippi and Wright 2018). Blockchains implement a
private enforcement framework that does not nec-
essarily require the law or expectations of future in-
teraction. This capability of autonomous enforcement

makes blockchains unique and sets them apart from
other IT solutions. These other solutions do not en-
force but merely assume a supportive role to other
governance mechanisms—including blockchain gov-
ernance. For example, scholars view the combination
of EDI and blockchains as promising to achieve
higher security and to result in fewer errors along the
supply chain (Fiaidhi et al. 2018). Further, as will be
discussed later, the development of internet-of-things
devices and sensors may support the verifiability of
transactions, thus improving the effectiveness of
blockchain governance.
The discussion above resonateswith scholarship on

sociomateriality, which emphasizes that social prac-
tices and technicalmaterials are inseparable (e.g., Barrett
et al. 2016, Gaskin et al. 2014, Orlikowski and Scott
2008). What were formerly “purely social” mecha-
nisms (contractual and relational governance) are now
backed up by advanced IT solutions, such that the social
and the technical are increasingly intertwined in shaping
organizational activities. The same logic applies to the
technical and social aspects of blockchains, in that the
technical features (specifically decentralized consensus
and machined-based automation) endow blockchains
with wide-ranging social functionalities, potentially
transforming the traditional patterns of social inter-
action. This working in concert of the technical and the
social is unique and distinct from other IT solutions. In
blockchain governance, technical features are the clear
starting point and the central mechanisms through
which social patterns are shaped. In contrast, other IT
solutions merely supporting traditional forms of gov-
ernance tend to be “tagged on” after the fact. Although
they can be effective in supporting and amplifying both
relational and contractual forms of governance, such
technical solutions are not at their front and center.

Blockchains as Governance Mechanisms
These considerations suggest that blockchains con-
stitute a governance mechanism that is distinct from
both contractual and relational governance mecha-
nisms, whereas other forms of IT lack the ability to
fully accomplish enforcement. Historically speak-
ing, relational mechanisms of enforcing collaborative
agreements could date back to as early as tribal so-
cieties (if not even earlier) when humans were colo-
cated face-to-face, whereas contractual mechanisms
appeared with the emergence of binding enforce-
ability through centralized authority. Although the
subsequent development of information technology
has largely augmented the power of the two tradi-
tional mechanisms, the recent development of block-
chains emerges as a new solution that surpasses the
traditional logic of relying on relational bounds be-
tween the actors or the binding force of the court.
Blockchains may therefore be thought of as the first
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governance form that truly leverages digital technol-
ogy’s computational- and data-based capabilities in
ways that reach far beyond “analog” or traditional
forms of social governance. As we elaborate next, the
interdependence between the technical and social
dimensions of blockchains can explain particular
kinds of exchange patterns.

Blockchains Facilitating Cooperation. By employing
machines to automatically execute transactions, block-
chains help tomitigate cooperation failure at its source—
potential opportunism in human nature (Williamson
1985). As a technology-centered system, blockchains
can decrease the leeway for opportunistic behaviors
by leading the actors to perform as agreed upon
(Lumineau and Oliveira 2020). For example, in proof-
of-work-based cryptocurrency blockchains, miners
verify every claimed transaction and reject those that
are not valid, such as transactions in which someone
claims to send more money than he or she has. Other
kinds of blockchains also have consensus mecha-
nisms to ensure that invalid activities are rejected. In
addition, prescripted smart contracts embedded in
blockchains can enable automated transactions when
certain conditions are triggered by information feeds.
Indeed, the automated execution of transactions
combined with the merits of decentralization in
blockchains enables immutable records and pre-
vents against unilateral human change. As such, in a
system that is run automatically by objective ma-
chines, human actors barely have space to violate
the documented agreements.

Moreover, since the shared data are highly reliable,
records are not only virtually impossible to tamper
with (as no one can deliberately distort the estab-
lished information) but also easily traceable. There-
fore, ex post opportunistic behaviors are more easily
detectable. For instance, one benefit of the GSA pro-
curement blockchain is that it ensures fairness in the
governance procurement processes, as it maintains im-
mutable transaction information that is transparent to
all the vendors who have permission. As such, it enables
mutual monitoring among the vendors to detect po-
tential fraud or gaming.

Despite a better detection of ex post opportunistic
behaviors, some ex ante problems are more intrac-
table, as information asymmetry between parties is
inherent and difficult to identify and address. Al-
though blockchains are good at recording informa-
tion, they cannot perfectly ensure that every source of
information is authentic (Catalini 2017). Such limi-
tations may pose a significant impediment to a wider
application of blockchains, especially when the dig-
ital ledgers are to be connected to physical properties
(Arruñada 2018). These issues are referred to as the
“first mile/last mile” problem, which exists because

human actors are oftentimes involved at the interface
between the digital and the physical world (Catalini
and Boslego 2019). Nevertheless, we suggest that
their decentralized consensus property and data in-
tegrity benefit allow blockchains to mitigate ex ante
adverse selection risks from a different angle—that is,
by building a credible reputation system and rede-
fining the payoff structures of deviating behaviors.
To illustrate, in the online purchasing industry,

customers often receive low-level products that are
claimed by the supplier to be of high quality. Cus-
tomers may rely on online reviews to gain knowledge
about the reputation of a given supplier (Resnick
et al. 2000). However, because the reviews are usu-
ally hosted by a third party and the reviewing process
is not transparent to the public, customers have
good reasons to question the integrity of the reviews.
With this in mind, suppliers need not view the re-
view system as a credible threat that prevents them
from engaging in deviating behaviors. However, with
blockchain technology, all transactions and reviews
can be faithfully recorded, and tampering or dis-
tortion are disallowed, which makes the reviews
highly credible. Hence, the costs of deviating behav-
iors by the suppliers will be increased significantly, as
such behaviors will result in credible bad reviews that
may significantly harm their reputation and subse-
quent performance. In turn, both ex ante and ex post
opportunism can be mitigated by using blockchains.

Blockchains Facilitating Coordination. Although their
unique approach of enforcing agreements provides
an important mechanism for supporting cooperation
between transacting parties, blockchains also offer
promising opportunities for facilitating coordination.
For instance, Walmart has launched a food supply
blockchain to improve the traceability of its products
(Allison 2018). Using this blockchain to organize
transactions with its suppliers not only prevents
opportunism from deceitful suppliers (i.e., integrity
issues) but also helps to identify quickly and pass
certain information to those who simply did some-
thing wrong and want to remedy the mistake (i.e.,
competence issues). Similarly, the blockchain initi-
ated by Construtivo, a Brazilian software company,
offers a solution to burdensome information sharing,
especially during the design and construction phases
of infrastructure projects, by storing crucial project
data on a blockchain and making this information
available to contractors and engineering companies
(Greenspan 2017). With the blockchain, collaborating
parties have trustworthy and consistent knowledge
about the status and progress of their joint project.
Although a considerable portion of coordination

features are inherited from other ITs, others are
unique to blockchains. Importantly, because the data
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shared through blockchains are independently veri-
fied, blockchains enable parties who do not fully trust
each other to create consensus about a set of shared
facts (Brown 2016). In blockchains, information must
be validated by multiple independent entities, which
can dramatically increase data integrity and reli-
ability. In essence, blockchains collapse the two pro-
cesses of data exchange and the reconciliation of rec-
ords into one. For example, in the shipping industry,
entities normally coordinate with each other by using
EDI, e-mails, and phone calls, which can create inef-
ficiencies and errors in locating a particular con-
tainer when data are stored in separate systems (IBM
2018b). As a solution, the TradeLens blockchain led
by Maersk and IBM enables nearly real-time data
sharing and realizes data reconciliation across the
network in a decentralized way (Aitken 2018).

In addition to supporting procedural coordination
(i.e., day-to-day communication and exchange of
information), blockchains can also facilitate structural
coordination between transacting parties (i.e., the
distribution of rights and responsibilities in a rela-
tionship, such as the division of labor, roles, and task
descriptions). Specifically, the structural coordina-
tion of blockchain governance is implemented through
machine consensus (Hsieh and Vergne 2018). Machine
consensus refers to the process by which participants
in a blockchain reach agreements based on the codes
and algorithms that define the rules and protocols of
the system. In such a system, the parties can choose to
join or leave at will, but once they have joined the
blockchain, it is implied that they acknowledge and
accept the predefined rules. Given their formalized
nature, blockchains work as written and traceable
knowledge repositories that contain information about
how the whole system functions. Collaborating parties
in the blockchain can obtain a sense of the plans and
rules that can enable the parties to identify how the
protocol defines responsibilities for tasks (i.e., account-
ability) and makes sure the tasks are performed in a
preplannedmanner (i.e., predictability) (Okhuysen and
Bechky 2009). Building on such knowledge, everyone
who is authorized to access the system can reach a
common understanding of how their work fits with
the collective goal.

The extreme case of the blockchain-based organi-
zation, decentralized autonomous organization (DAO),
illustrates how blockchains facilitate structural coordi-
nation via machine consensus (Catalini and Boslego,
2019, Hsieh et al. 2018,Murray et al. 2020). ADAOhas
no centralized manager giving administrative orders
or assigning tasks to the organization’s employees.
Without centralized administrators, routine activities
are coordinated and performed based on the struc-
tural specification of the actors’ roles encoded in algo-
rithms. Software rules execute organizational routines.

For example, the distributed venture capital fund called
The DAO (or Ð) was instantiated on the Ethereum
blockchain and had neither people in a formal man-
ager role nor a physical address. Investors voted on
project proposals by using tokens, and eventual
payouts to investors were determined and executed
based on their votes and the subsequent performance
of the projects as measured by the prescribed smart
contracts (Murray et al. 2020). This example showcases
how algorithms can replace human actors in coor-
dinating organizational activities by virtually assign-
ing roles to different actors. Accountability, predict-
ability, and common understanding are all pursued
through machine consensus instead of through in-
teractions between human actors. The governance of
DAOs shows that, even in the absence of a central
party giving instructions and distributing informa-
tion, blockchains can realize coordination among
autonomous actors in a decentralized way.

Scope of Blockchains as Efficient
Governance Mechanisms
Just like other governance mechanisms, blockchains
are unable to govern all types of transactions equally
well. Next, we discuss the types of transactions for
which blockchains appear most relevant, along with
the types of transaction costsmost likely to be affected
by blockchains. The choice of governance mechanism is
fundamentally shaped by the nature of the transaction
(Masten et al. 1991,Williamson 1996). To delineate the
scope of blockchain governance, we build on the
notion of tacitness as a key attribute of the transaction
(e.g., Bell et al. 2009, Heiman and Nickerson 2002,
Nooteboom 1992) to provide a contingent examination
of efficient blockchain governance as a function of the
transaction’s level of codifiability and verifiability.
The proper execution of a transaction rests on

fundamental information about its cornerstones, in-
cluding responsibilities, procedures, and objectives.
Whereas such attributes are rather explicit for certain
transactions, they can be highly tacit for others. At the
broadest level, tacitness can be defined as the diffi-
culty of communicating information (Polanyi 1958).
In the context of economic transactions, tacitness
can be broken down into two fundamental problems:
the codifiability and the verifiability of the transac-
tion. High tacitness implies that it is difficult to
codify key transaction attributes (Hennart 1988,
Kogut and Zander 1992). For instance, certain
transactions may confront their parties with com-
plications in appropriately specifying the good to be
transferred or encoding the detailed usage rights
associated with it (Levi et al. 2003). In short, when
the tacitness associated with a transaction is higher,
its codifiability is lower. In addition, highly tacit
transactions are fraught with behavioral uncertainty
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(Reed and DeFillippi 1990, Simonin 1999), making it
very difficult for a third party to measure produc-
tivity and assess the quality of the transacting parties’
performance (Macho-Stadler et al. 1996, Nooteboom
1992). Whereas verification is relatively straightfor-
ward when the transaction attributes are clearly
understood, a highly tacit transaction is typicallymuch
more difficult to verify (Heiman and Nickerson 2002).

The nature of the transaction, including its tacit-
ness, has direct implications for the transaction costs
associated with its governance. Various types of
transaction costs can incur (Masten et al. 1991); we
organize our discussion around the established dis-
tinction between ex ante and ex post transaction costs
(Dyer 1997, Williamson 1985).

Ex Ante Transaction Costs. When setting up a trans-
action, distinguishing partners who will behave oppor-
tunistically from those who will not is a critical step in
initiating an exchange between parties, but it also creates
nontrivial searching costs (Williamson and Ouchi
1981). Specifically, we refer to the transaction costs
of gathering information to identify and evaluate
potential trading partners. Blockchains can help to
lower these costs. Given the mechanical execution
inherent to smart contracts, the willingness of a party
to enter into a smart contract can be interpreted as
“a precommitment not to behave opportunistically in
the future” (Yermack 2017, p. 26). This self-selection
of transacting partnersmay signal both their intention
to respect the agreement and their ability to do so. By
deterring opportunistic partners, blockchains may
therefore be particularly useful to reduce the trans-
action costs traditionally associated with the process
of searching for and selecting among several poten-
tial candidates.

Ex ante transaction costs also include designing
costs, which are the costs associated with negotiating
andwriting an agreement.With regard to governance
design, a main challenge for the efficient use of
blockchains relates to the codifiability of the trans-
action. Codifiability refers to the ability to precisely
characterize in electronic format the specified product/
service, delivery, and settlement requirements in a
manner that is understandable to relevant parties
(Kleindorfer andWu2003, Levi et al. 2003). The notion
of codifiability has long been applied to differentiate
tacit versus explicit knowledge within organizations
(e.g., Balconi 2002, Zander and Kogut 1995), and it has
more recently been extended to the interorganiza-
tional setting to depict the characteristics of trans-
actions (e.g., Levi et al. 2003, Parmigiani and Rivera-
Santos 2011). We suggest that the level of codifiability
of the transaction has a significant influence on the
setup costs associated with blockchain governance
and on its efficiency as a governance mechanism. As a

type of formal governance mechanism, blockchain
governance relies on codifying transaction require-
ments into computer code. If the object of exchange is
hard to codify in nature, the increase in setup costs
implies that blockchain governance becomes less ef-
ficient. For example, the complexity of a product de-
scription, which is defined as “the amount of infor-
mation needed to specify the attributes of a product in
enough detail to allow potential buyers [. . .] tomake a
selection” (Malone et al. 1987, p. 486), is a relevant
dimension of codifiability—with rising complexity,
codification becomes costlier and blockchain gover-
nance less efficient.

Ex Post Transaction Costs. A first set of ex post costs
comprises monitoring costs, which denote the costs
associated with monitoring the agreement to ensure
that each party fulfills the predetermined set of ob-
ligations. As discussed above, blockchains facilitate
real-time, transparent, and verified information sharing
among transacting parties. Such data integrity and re-
liability can support an improved detection of oppor-
tunism while mitigating monitoring costs (Roeck et al.
2020). A second set of ex post transaction costs is that
of enforcement costs, which are the costs associated
with ex post bargaining with and sanctioning a partner
who does not perform according to the agreement. The
high transparency of secured data in blockchains greatly
simplifies dispute resolution. In fact, IBM (2017) reports
that the implementation of blockchain technology has
significantly reduced the average time to settle dis-
putes across suppliers and partners.
However, the relevance of blockchains as an effi-

cient governance mechanism that reduces ex post
transaction costs is constrained by the level of veri-
fiability of the transaction. Verifiability denotes the
extent to which the quality provided by the trans-
acting parties can be observed and verified ex post
(Dulleck et al. 2011), with verifiability being highest
among search goods and lowest among credence
goods (Nelson 1970, Darby and Karni 1973). In the
context of contractual governance, a lack of verifi-
ability is known to produce difficulty in enforcing
contractual agreements, which can create significant
appropriability hazards (Oxley 1997). The verifiability
issue is evenmore critical for the automatic enforcement
inherent to blockchain governance,which strongly relies
on high levels of verifiability of the transactions. If the
information for the transaction is hard to verify, then
human actor intervention and ex post negotiation will
be necessary. Such interventions not only produce co-
ordination costs but also open the door for opportunis-
tic behaviors (Poppo et al. 2008b). For example, the
“oracle problem” in blockchains refers to the possi-
bility that flawed or incorrect information provided
by the transacting parties inappropriately triggers
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the execution of a smart contract (Murray et al. 2020).
Such a scenario implies a potentially high level of re-
sidual risk when the transaction is low in verifiability,
reducing the efficiency of blockchain governance.

In sum, we suggest that blockchain governance
may reduce searching, monitoring, and enforcement
costs but tends to imply relatively higher designing
costs.2 Table 2 outlines the level of relevance of
blockchains specifically as a function of the type of
transaction (tacit versus explicit). We especially note
the importance of codifiability and verifiability as two
transactional characteristics that have an important
impact on the efficiency of blockchain governance.
When the transaction is subject to information asym-
metry and disturbances that occur frequently and are
hard to predict—either endogenous in terms of the
evolution of the transaction (e.g., research and de-
velopment (R&D)) or exogenous (e.g., technological
changes)—codifiability and verifiability are likely to
be affected. Specifically, because both ex ante and ex
post transaction costs will increase when the level of
codifiability and verifiability is low, we suggest that
blockchain governance will be most efficient when
the requirements of the transaction are codifiable and
the performance and deliverables of the transacting
parties are verifiable.

Discussion and Implications
By elaborating how blockchains differ from traditional
contractual and relational mechanisms in governing
transactions, we have suggested extending the tradi-
tional dichotomy between contractual and relational
governance by also considering blockchain gover-
nance. In this section, we begin to discuss the inter-
play between blockchain governance and tradi-
tional contractual and relationalmechanisms.We then
advance a broader research agenda of future re-
search opportunities for organization science scholars
regarding the use of blockchains for governing
collaborations.

On the Interplay Between Blockchain Governance
and Traditional Governance
As parties often opt to simultaneously use different
governance mechanisms to organize their transactions

(Poppo and Zenger 2002, Ryall and Sampson 2009),
understanding the interplay among these mecha-
nisms has both theoretical and practical relevance.
Since the seminal article by Poppo and Zenger (2002),
governance scholars have paid much attention to
whether contractual and relational mechanisms sub-
stitute for or complement each other (see Cao and
Lumineau 2015, Poppo and Cheng 2018 for recent
reviews). Following Siggelkow’s (2002) definitions, a
substitutive effect means that the marginal benefits
of one mechanism decrease with increasing levels of
the other, whereas a complementary effect means
that the marginal benefits of one mechanism increase
with increasing levels of the other.
Whether two types of governance work in a sub-

stitutive or complementary relationship depends on
the tension between two sets of forces. First, gover-
nance mechanisms can be mutually replacing (i.e., one
type of governance can perform equivalent functions
to the other) versus compensating (i.e., one type of
governance mechanism has unique strengths that
compensate for the weaknesses of the other). Second,
mechanisms can be dampening (i.e., one type of gov-
ernance hampers the basis or strengths of the other)
versus enabling (i.e., one type of governance creates
the conditions to facilitate the other) (Huber et al.
2013).We argue that blockchains have the potential to
significantly alter the way contractual and relational
mechanisms can be used, but that their impact de-
pends on the type of transaction (explicit versus tacit).
In the context of explicit transactions, such as sourc-

ing standardized construction materials, we suggest
that blockchain governance will have a replacing im-
pact on traditional governance mechanisms. Its effect
can be equivalent to that of both contractual and rela-
tional governance. When governing transactions that
are codifiable and verifiable, blockchains enable a high
level of technology-based enforceability and reliabil-
ity, thus replacing some of the core functionalities of
contracts and outperforming relational governance
on the enforceability and reliability dimensions.
Furthermore, in explicit transactions, most of the

coordination requirements pertain to organizing tasks
that involve relatively few unexpected events, tend to be
rather static and routinized, and thus can be relatively

Table 2. Domain of Relevance of Blockchains

Searching stage Designing stage Monitoring stage Enforcing stage

Tacit transactions (low codifiability and verifiability) ++ – 0 0
Explicit transactions (high codifiability and verifiability) ++ + ++ +++

Notes. Symbols denote the efficiency/applicability of blockchain governance in relation to contractual/relational governance. Depending on
both the stage (searching, designing, monitoring, or enforcing) and the nature of the transaction (highly tacit vs. explicit), blockchains range from
being rather inefficient (e.g., “–” in the designing stage of highly tacit transactions; that is, either it is irrelevant to use blockchains, or their use
involves very high transaction costs compared with that of contractual and relational governance mechanisms) to highly efficient (e.g., “+++” in
the enforcing stage of highly explicit transactions; that is, it is particularly relevant to use blockchains, or their use involves very low transaction
costs compared with those of contractual and relational governance mechanisms).

Lumineau, Wang, and Schilke: Blockchain Governance
12 Organization Science, Articles in Advance, pp. 1–22, © 2020 INFORMS



easily codified. As discussed in the previous section,
blockchains will be even more relevant when transac-
tions are highly codifiable and verifiable. Therefore, the
need to use contractual governance for codification can
be replaced by relying on the formalized nature of
blockchain governance. At the same time, as information
can be more easily and effectively transferred across
actors when it is codified (Prencipe and Tell 2001),
blockchains can replace the coordination function
of relational governance, which relies on the norms
of information exchange, flexibility, and solidarity
(Mesquita and Brush 2008).

These replacing effects can be further strengthened
by the fact that, in explicit transactions, the cost of
using blockchain governance can be lower than tra-
ditional governance alternatives. On the one hand,
blockchain governance can be autonomously enforced,
making it cheaper than contractual governance, whose
legal enforcement comes at a relatively high cost. On the
other hand, blockchain governance is likely to be less
expensive and easier to implement than relational gov-
ernance, as the development of trust and relational
norms is usually costly and time consuming (Larson
1992). Specifically, in explicit transactions, the parties
can make specific plans before the transaction occurs
and do not need high levels of flexibility; thus, the
setup costs of blockchains are manageable.

Therefore, for explicit transactions, blockchains can
fulfill almost all of the governance functions of con-
tractual and relational mechanisms but in a poten-
tially faster and cheaper way. For example, block-
chains help transacting parties bypass the need for a
trusted third party in traditional exchange systems.
Such a difference allows the allocation of more rev-
enue to the parties themselves since no centralized
party charges for rents in the middle. Given the fea-
sibility and efficiency of using blockchains to govern
explicit transactions, the extra costs of employing con-
tractual and relational governance mechanisms are un-
necessary. In the presence of blockchains, the marginal
benefits of introducing the other two mechanisms are
significantly lowered. Therefore, for explicit transactions,
we expect blockchains to have a substitutive effect for
both contractual and relational governancemechanisms.

When parties engage in tacit transactions, such as
collaborating on joint R&D activities or building a
power plant, they will likely have to adapt to unfore-
seeable and unpredictable contingencies (Baumard
1999). Tacitness creates significant uncertainty (Reed
and DeFillippi 1990, Simonin 1999), and although
planning is still an important part of tacit transac-
tions, perfect ex ante planning is virtually impossible,
so maintaining flexibility is pivotal.

In this kind of transaction, although blockchains
may still have certain advantages, using blockchains
alone to govern the exchange may not be an optimal

choice for the following two reasons. First and most
importantly, machines, at least in their current stage
of evolution, are simply following orders given by
humans. Although humans cannot specify all the
contingencies in advance because of their cognitive
limitations (Simon 1957), machines do not have the
required contextual knowledge and subtle under-
standing to adjust to changing scenarios (Werbach
2018). In addition, blockchain designers must use
machine-readable language to depict the complexity
and multiplicity of events in reality, which again
limits the scope of blockchains to those activities that
can be relatively easily and precisely specified. Second,
blockchains have limited effectiveness in coordinating
tasks that involve many exceptional, dynamic, and
unpredictable cases, which are common in tacit trans-
actions. Therefore, because of the codification and
verification challenges, the benefit of using blockchains
will be considerably lower in tacit than in explicit
transactions, and the interplay between blockchain and
traditional governance requires further analysis.
Specifically, we suggest that, in tacit transactions,

the replacing effect of blockchain governance on con-
tractual governance continues to exist, although to a
smaller extent than in explicit transactions. Blockchains
may still reduce the need for detailed formal contracts
if the parties organize part of the collaboration using
blockchains, which implies a substitutive effect between
blockchains and contracts. For example, for the major
tasks (such as the R&D part of an innovation project),
the transacting parties may still rely on traditional
governance mechanisms. Although payment is usu-
ally labor intensive, opaque, and costly (Felin and
Lakhani 2018), the parties can employ the blockchain
technique and enjoy its benefits, such as convenience,
privacy, safety, and verifiability. Transacting parties
can also use blockchains to record and trace the
production process and the quality of the materials in
the supply chain (Hsieh and Vergne 2018); hence, the
stressful effort of including monitoring terms in the
contract (Ghoshal and Moran 1996, Lumineau 2017)
can be reduced to some extent. In addition, given the
advantages of blockchains in promoting faster in-
formation sharing and trustworthy information re-
cording, part of the coordination function of contracts
can be substituted by blockchains. In the case of the
Construtivo blockchain mentioned above, since the
parties have access to both the agreed-upon require-
ments that have been faithfully recorded and real-time
knowledge about the state of the project that is written
into the blockchain, it appears less critical to include in
the legal contract some of the traditional coordination
clauses used in the construction industry (such as
drawings, technical specifications, and communica-
tions clauses; Chen et al. 2018, Oliveira and Lumineau
2017). If key information underlying a transaction can
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be formally recorded, the logic of replacing suggests
a substitutive relationship between contractual and
blockchain governance.

As for relational governance, we expect a salient
enabling effect of blockchains on the development of
subsequent relational mechanisms. For example, the
transacting parties can use blockchains to build a
reputation system, which provides a credible signal
that builds confidence for each party that their part-
ner will likely behave in an honest and trustworthy
way, even if circumstances change and adaptations
are needed. Thus, a strong sense of goodwill can be
generated as a basis for further communication and
information exchange, which is beneficial for the
development of trust and relational norms (Hoetker
and Mellewigt 2009). This situation implies a com-
plementary effect of blockchain governance on rela-
tional governance.

Although blockchains are initially designed to elimi-
nate the need to rely on personal trust, they turn out to
be an effective approach to nurturing future trust and
relational norms between the parties. Recently, scholars
have begun to debate whether blockchains eliminate,
create, or redefine trust (Baur and Van Quaquebeke
2017, Botsman 2017, Werbach 2018). We speak to this
debate by advancing boundary conditions for the
influence of blockchains on trust. The paradoxical
relationship between blockchain and relational gov-
ernance again shows the importance of a contingent
analysis in determining the functions of governance
mechanisms (Cao and Lumineau 2015).

Overall, our discussion highlights the need to consider
contingencies affecting the relevance of blockchains as
an efficient governance mechanism by itself and in
combinationwith contractual and relational governance.
We invite organization scholars to extend this line of
contingent inquiry and, along with a variety of other
dimensions, further analyze the types of collaborative
activities that blockchains can reliably govern. The
broader digitalization trend in virtually all indus-
tries will likely expand the scope of transactions
that blockchains can efficiently govern and may
thus dynamically alter the patterns of interplay be-
tween blockchains and traditional contractual and re-
lational mechanisms.

A Word of Caution
Although blockchains clearly show great potential, it
is important to remain cautious about the current
“hype,” as blockchains are far from being a panacea.
Several important limitations need to be considered
associated with the use of blockchains. Notably, al-
though blockchains are good at keeping data se-
cure, they remain prone to attacks, such as when, in
2016, users exploited a loophole in the blockchain’s
code to sideline one-third of the DAO’s funds to a

subsidiary account (Siegel 2016). Since the codes are
written by boundedly rational humans, potential
gaps in the fundamental blockchain structure are
always a possibility. In addition to these issues of
competence, another weak link in the use of block-
chains relates to the possibility that those writing
the software embed malicious code that remains in-
visible to outside observers (Werbach 2018). The in-
flexibility of blockchain structures makes such issues
even more problematic.
Further, as suggested by Catalini (2017), block-

chains’ information immutability is useful only when
the original information entered is accurate. How-
ever, when the transferred and recorded information
is not native to the blockchain, the first mile/last mile
problem arises (Halaburda 2018). This problem refers
to the need to include verifiers to evaluate information
that is external to the blockchain and to provide the
results to the nodes on the blockchain (Xu et al. 2017),
opening new possibilities for opportunism.3

Finally, blockchains can serve as a platform for
potentially illegal operations and criminal activities.
Similar to many other technologies, blockchains can
be employed for both good and nefarious purposes
and can induce an arms race between law enforcers
and criminals (e.g., Dai et al. 2017, Xu 2016). Trans-
actions between terrorists and criminals’ money laun-
dering activities are likely more difficult to detect and
monitor when blockchains are employed by these
parties. The further diffusion of quantum computing
and artificial intelligence could be both a boon and a
bane for the development of blockchains, as these
emerging technologies can support both better cryp-
tography and easier hacking.
Blockchains are still in an early stage of develop-

ment, and the trade-offs between the benefits and
drawbacks of blockchains will continue to open de-
bates and be the focal consideration of organizations
deciding whether to employ the technology.

A Research Agenda for Organization Scholars
Our analysis has emphasized that blockchains have
the potential to change theway actors collaborate. For
organization scholars to extend this line of inquiry,
this section proposes a research agenda for future
research opportunities regarding the use of block-
chain governance. We organize our agenda around
the “5W and 1H” approach (Dubin 1978, Whetten
1989)—the questions of what, who, why, when, where,
and how.As a set, these elements constitute the essential
building blocks of a comprehensive phenomenological
theory (Whetten 1989).

What. The first step in further improving knowledge
of how blockchains can change the way we collabo-
rate is to develop a deeper understanding of the
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nature of blockchains themselves. Moving beyond
the fundamental features of blockchains discussed
in this article, different types of blockchains vary
significantly (e.g., public, private, and consortium
blockchains), making it necessary to identify critical
dimensions along which blockchain governance may
differ. For instance, one possible approach to addressing
this issue is to consider their degree of hierarchy.
Whereas certain blockchains relymostly on the pricing
mechanism, which makes them more market-like,
others create certain levels of power discrepancy
among transacting parties, which makes them more
hierarchical (e.g., the GSA procurement blockchain).
Having established relevant dimensions, future re-
search could, in a subsequent step, identify the spe-
cific antecedents driving the choice of certain types
of blockchains over others.

To delve deeper into different forms of blockchains,
a related question is, “What are the specific control or
coordination mechanisms of blockchain governance
that support collaboration?” The extant literature has
documented specific mechanisms of contractual and
relational governance. Contracts help to achieve co-
operation and coordination by specifying rights and
obligations, penalties, conflict resolution rules, task
divisions and roles, and contingency adaptations
(Lumineau and Malhotra 2011, Schepker et al. 2014),
whereas relational governance builds on the norms
of information exchange, solidarity, and flexibility
(Mesquita and Brush 2008, Poppo and Zenger 2002).
In turn, it is important to know how we can spe-
cifically describe the mechanisms underlying the
computer codes that build a blockchain. We see ex-
citing empirical opportunities to analyze how these
computer codes reflect or induce relevant social be-
haviors. Specifically, we see significant value in
developing constructs and empirical measures to
depict the design features reflecting the coop-
eration and coordination functionalities of block-
chain governance.

Who. The use of blockchain governance has a po-
tentially important impact on who is collaborating
with whom. Notably, blockchains support collabo-
ration among strangers lacking social connections,
significantly broadening the pool of potential col-
laborators. For instance, since blockchains can help
standardize cooperation and coordination, they can
potentially further accelerate crowd-focused collab-
orations, where organizations work with indepen-
dent contributors to tackle innovation challenges
and leverage extraorganizational resources and talent
(Giustiniano et al. 2019). Hyperloop Transportation
Technologies, Inc., is just one example of a crowd-based
organization (Majchrzak et al. 2018) that is developing
a blockchain-based ecosystem (Marchesoni 2019).

Scholars can explore how changes in the pool of
collaborators affect current business models. The IBM,
AIG, and Standard Chartered collaboration discussed
above represents a good example of how blockchains can
transform an industry and its traditional protagonists—
for example, cutting out insurance brokers—by re-
lying on online crypto platforms that do not require
intermediaries. Further studies can also elucidate
how blockchains may disrupt certain industries or
generate entirely new markets, such as blockchain
consulting and auditing-related businesses.
Another important question to be considered is,

“What kinds of actors can be the most effective in
using blockchains to govern collaborations?” Just as
firms differ in their contractual-design capabilities
(Argyres and Mayer 2007) and trust-building capa-
bilities (Barney and Hansen 1994, Schilke and Cook
2015), a resource-based perspective suggests that the
capability to employ blockchain governance mecha-
nisms may also differ across firms. Beyond human
factors (e.g., expertise of the employees), such het-
erogeneity could be a function of both organizational
(e.g., firm structure) and technical aspects (e.g., access
to and investment in certain hardware).
Scholars may also move beyond the focal collab-

orators and discuss, “Whowill be broadly impacted?”
Similar to the effects of other IT innovations (Clemons
et al. 1993, Malone et al. 1987), the parties most di-
rectly influenced may be the intermediaries. In par-
ticular, the adoption of blockchains is likely to sig-
nificantly disrupt those intermediaries who generate
revenue from their positions ofmarket power.However,
this possibility does not imply that intermediarieswill be
obliterated entirely, and the real implications of block-
chains on intermediaries might be more complicated.
For example, Catalini and Gans (2020) suggest that,
although intermediaries may not be needed in most
blockchain-powered digital transactions, they could
still work complementarily on tasks such as digital
forms of verification for off-line assets. Other relevant
stakeholders affected by blockchains may include
regulators, lawyers, and lobbyists. These influenced
parties are actively seeking actions in response to the
changes brought about by blockchains. For example,
some banks (e.g., the Bank of England) have already
started to experiment with using blockchains to issue
their own digital currencies (Haig 2018). Govern-
ments have begun to consider the potential prob-
lems that might arise with blockchains and the nec-
essary regulations.

Why. A deep and systematic discussion of the moti-
vations for using blockchains involves considering
their implications in the economic, social, and sometimes
political realms. Although we have thus far primarily
discussed their potential economic benefits for firms,
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blockchains are also appealing to a broad range of
other actors with a diversity of objectives.

For many citizens, blockchains offer a way to
address a crisis of confidence in traditional institu-
tions and avoid a reliance on centralized authorities,
especially given that individuals often desire greater
access to and transparency of information that has
been controlled mostly by large entities (e.g., large
platform owners, central banks, and governments).
For instance, citizens may want blockchains to help
make election processes more trustworthy by lessening
voting fraud concerns. Similarly, given that informa-
tion on blockchains is not fully controlled by any single
party, blockchains may be useful in the building of
open information networks that are free of govern-
ment censorship. For nongovernmental organizations,
blockchains may help to provide emergency relief for
humanitarian crises. The United Nation’s World Food
Programme directed crypto-based vouchers to ap-
proximately 10,000 Syrian refugees using the Ether-
eum blockchain (del Castillo 2017). Start-ups may use
blockchains to issue their own tokenized currencies
to attract funding from a wide source of investors, a
process known as an initial coin offering, which can
allow entrepreneurs to raise funding more easily and
more quickly than traditional financing approaches
can. Of course, actors are driven by more than effi-
ciency considerations to adopt blockchains. As such,
more research iswarranted to study the early adoption
and diffusion patterns of blockchains, since the dif-
fusion of any complex technology is influenced by
multiple dimensions, such as scientific, public, and
economic ones (Yoo et al. 2005).

When. A rather straightforward but nevertheless im-
portant question to be answered is, “When is it more
suitable for entities to adopt blockchains?” Analysis
should be more detailed of the efficient domains of
blockchains, both individually and in combination
with traditional governance mechanisms. Distinguish-
ing between tacit and explicit transactions is only one
way to characterize transactions. Other approaches
(e.g., digital versus physical assets or bilateral versus
multilateral ties) can be used to classify and examine
the suitability of blockchains. A criterion to define
“more suitable” should be established before such
an analysis. An integral analysis of the benefits and
the costs of using blockchains and a simple consid-
eration of the difficulty of implementing the tech-
nologymay elicit different conclusions. Complementary
lines of inquiry may explore a variety of antecedents
to the (suitable) use and ideal design of blockchains
and, in particular, (1) the conditions under which
blockchains are the most efficient mode of gover-
nance relative to market, hierarchy, or hybrid forms;
(2) how asset specificity, uncertainty, and frequency

influence the blockchain design (e.g., permissioned
or permissionless, type of verification protocol, con-
sensus mechanism, data structure, block size, and
frequency of block updates); and (3) how preexisting
relational norms and/or contractual relationships be-
tween parties influence the design of blockchains as a
governance mechanism.
Following the logic used in the majority of em-

pirical (cross-sectional) studies in the field, this article
has approached the interplay between governance
mechanisms in a staticway.We acknowledge that this
approach is limited and that more dynamic exten-
sions of our analysis are needed. For instance, parties
may have developed relational norms when entering
into a contract, which may influence both the design
and the implementation of contractual governance
(Klein Woolthuis et al. 2005), and vice versa, preex-
isting contracts can influence the development of
relational norms (Lumineau 2017, Schilke and Cook
2013). In the sameway, blockchains imply that certain
collaboration and coordination rules are coded into
the initial specification, which can have important
downstream consequences on the evolution of trust
and the usage of contracts. Conversely, the preex-
isting degree of relational and contractual governance
has important implications for the necessity and ef-
ficiency of blockchains. We therefore encourage fu-
ture studies to explore the dynamics of governance
mechanisms and their mutual influence over time.
Future studies could also extend our analysis by

focusing on how different parties manage the nec-
essary human involvement, overcome their conflict-
ing interests, and engage in joint action to develop a
blockchain system. Similarly, we invite scholars to
pay attention to how the challenge of integrating
blockchains with other IT systems and related in-
frastructures (e.g., internet stack) may influence the
design and implementation of blockchains as well as
their ability to support cooperation and coordination.
We also see exciting opportunities to further analyze
the supporting role of other IT-based solutions, as
they augment the three governance mechanisms dis-
cussed here. Indeed, there is much potential for research
at the interface of information systems and organization
design to illuminate a great variety of blockchain de-
sign decisions.

Where. Scholars may also investigate the influence of
the external environment on the use of blockchains.
For example, the technological maturity of a particular
market is apparently relevant since using blockchains
will require a certain standard of network and hardware
infrastructure. In addition, legal maturity is a potentially
important factor tobe considered. In countrieswithweak
legal institutions andwhere the costs of enforcing formal
agreements can be very high (Cao et al. 2018), the
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benefits of using blockchain governance over con-
tractual governance may be larger than in countries
where legal institutions are strong. Another question
to be answered is, “Will the major dimensions of
culture influence the use of blockchains, as they do for
contractual and relational governance mechanisms?”
For example, given the different levels of uncertainty
avoidance embedded in a certain culture, will people
who are more risk averse favor the use of blockchains
for their security and autonomous nature, orwill such
people oppose blockchains to avoid unlikely but still
plausible hacks?

How. For the “how” questions, we direct attention
to the underlying processes that help explain how
the use of blockchains impacts relevant outcomes. The
first question is, “How do blockchains influence the
performance of collaborations?” We clearly lack em-
pirical evidence on the impact of blockchains on
relevant performance indicators, such as cost over-
runs, delays, quality control, or partner satisfaction.
Beyond performance, scholarsmay also consider how
blockchains influence certain organizational and inter-
organizational processes, such as learning or knowl-
edge transfer.

We also see the possibility of blockchains having
implications for the classical boundary-of-the-firm
problem, raising the question of “How do block-
chains influence the scope of organizations?” Bound-
aries of the firm, or how firms establish their scope,
have been a central issue in the economic and orga-
nization literature (Poppo and Zenger 1998). Scholars
have developed different theories and approaches
to analyzing this problem; among them, transaction
cost economics (TCE) and the resource-based view
(RBV) have been widely used (e.g., Holcomb and Hitt
2007, Leiblein andMiller 2003). Importantly, advance-
ments in IT can substantially reduce transaction costs,
potentially promoting the efficiency of market ex-
changes (Clemons et al. 1993, Malone et al. 1987).
At least under certain conditions, blockchain gover-
nance may incur lower transaction costs than those
incurred by contractual and relational governance.
Therefore, blockchain governance may act as a driving
force that pulls the “make-or-buy” decision toward the
market (Catalini and Boslego 2019).

Interesting opportunities also reside in further disen-
tangling the dynamic interdependence between the so-
cial and technical dimensions of blockchains. This mu-
tually reinforcing interplay influences organizational
outcomes (Orlikowski and Scott 2008) and may even
redefine the rules of exchange (Gal et al. 2014). The
reciprocal relationship between the social and tech-
nical features of blockchains is likely to support the
development of new affordances (Yoo et al. 2012,
Zammuto et al. 2007). Future studies could pay

attention to the way the blockchain technology is
adopted,diffused, andused inpractice.Weseeparticular
interest in analyzing the social construction of blockchain
governance and in studying how different stakeholders
shape their design and meaning across specific contexts
as a function of their resources, powers, or capabilities.
With blockchains, new combinations of technological
and organizational features are likely to enable original
social behaviors and innovative exchange patterns.
We also see many opportunities at the intersection

of these keyquestions. For instance, the “Why” question
must be considered in conjunction with the “Who”
question, as the goals of blockchains may differ as a
function of the different actors involved. The “How”
question should be addressed together with the
“Where” and “When” questions to untangle the con-
tingent effects of blockchains on performance in dif-
ferent settings. Our discussion of future research op-
portunities also shows the importance of blockchains
in expanding our understanding of traditional theo-
retical predictions. For instance, how different factors
influence the structure of blockchains and how the
boundary of firms will be impacted reflect potential
modifications of TCE predictions on the determinants
of governance mechanisms. The investigation of the
heterogeneous characteristics of the entities adopting
blockchains may generate conclusions that are com-
plementary to the RBV. How blockchains impact
the information and knowledge diffusion between
collaborating parties illustrates an expansion of the
knowledge-based view of the firm. With regard to
intraorganizational issues, blockchains could allow
us to revisit corporate governance problems, including
the monitoring of principal-agent relationships from
an agency-based perspective. Going beyond dyadic
collaborative relationships, we can also consider how,
at a higher level, blockchains connect and organize
relevant stakeholders from a network perspective.
Such a reflection on classical theories shows the im-
portant potential of blockchains to reshape our un-
derstanding of the traditional assumptions, relation-
ships, and predictions suggested in the extant literature.

Conclusion
In this article, we advance blockchain governance as a
newway of organizing collaborations to achieve both
cooperation and coordination. We suggest that, in
manyways, blockchain governanceworks differently
than traditional contractual and relational gover-
nance. Such differences generate rich possible ave-
nues for organization scholars to investigate how
blockchains are used to organize collaborations. We
hope that this article represents a useful starting point
to study the many futures of blockchains from an
organization science perspective.
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Endnotes
1 In our analysis, we adopt a broad approach to conceptualizing
blockchain technology, which encompasses both the distributed
ledger itself and the preprogrammed algorithms commonly referred
to as smart contracts (Murray et al. 2020). However, we acknowledge
that blockchains come in various forms, such as permissioned versus
permissionless, and rely on different consensus types, such as proof-
of-work, proof-of-stake, and delegated proof-of-stake. In the main
part of the article, we refer to the most common forms of blockchains,
but the Discussion section highlights some of the opportunities as-
sociated with developing a more nuanced understanding of the di-
verse features of blockchains along several dimensions.
2We have discussed each type of cost separately for analytical
purposes, but we acknowledge that they are interdependent and that
transaction costs should be assessed in a comparative way across
governance choices.
3To ameliorate the first mile/last mile problem, at least two ap-
proaches might be useful. The first is the development of internet-of-
things devices and sensors, which can help to collect information
automatically without human interference. The other is to comple-
ment the deficiency of blockchain governance by using other mech-
anisms. Especially with permissioned blockchains, trust is a central
mechanism for reducing opportunism and lessening the potential
hazard of the first mile/last mile problem (Halaburda 2018).
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